Some Older DP versions & Later versions of Windows 10
If you try Run some dp program by Right Clicking then ‘Run As Administrator’ you may see this red message

you may need to turn off the new UAC function do the following
In windows 10 search box type gpedit.msc [enter] (for Windows 10 Home edition see next page)

Change settings shown below

Windows settings/Security Setting/Local Policies/security Options

An administrator has blocked you from
runnineg this app. For more information,
contact the administrator.

Setup.exe
Publisher: Unknown

[File-origin: Removabile media on this computer
Program tocation: *E\Satup.exe”

o

User Account control Run All Administrator Admin approval mode ( disable )

Then restart PC

= Local Group Policy Editor
File  Action View Help

e 2@ XEEH

=[ Local Computer Policy
v & Computer Configuration
| Software Settings
~ [ | Windows Settings
| Mame Resolution Policy
| Scripts (Startup/Shutdown)
= Deployed Printers
v i Security Settings
‘4 Account Policies
~ | 4 Local Policies
4 Audit Policy

1 User Rights Assignment
1 Security Options
| Windows Defender Firewall with Advanced Security
| Metwork List Manager Policies
_| Public Key Policies
| Software Restriction Policies
_| Application Control Policies
lg IP Security Policies on Local Cormputer
_| Advanced Audit Policy Configuration
alli Policy-based QoS
| Administrative Templates
v % User Configuration

Policy

i1 Recovery console: Allow floppy copy and access to all drives and all folders

i Shutdown: Allow system to be shut down without having to log on

1| Shutdown: Clear virtual memory pagefile

1y Systemn cryptography: Force strong key protection for user keys stored on the computer

iz System cryptography: Use FIPS compliant algorithms for encryption, hashing, and signing

1| System objects: Require case insensitivity for non-Windows subsystems

i System objects: Strengthen default permissions of internal system objects (e.g, Symbolic Links)

i} System settings: Optional subsystems

12y System settings: Use Certificate Rules on Windows Executables for Software Restriction Policies

1y User Account Contrel: Admin Approval Mode for the Built-in Administrator account

User Account Control Allow UlAccess applications to prompt for elevation without using the secure desktop
1) User Account Controk Behavior of the elevation prompt for administrators in Admin Approval Mode
:s) User Account Control: Behavior of the elevation prompt for standard users

i) User Account Control: Detect application installations and prompt for elevation

i) User Account Control: Only elevate executables that are signed and validated

| User Account Control: Only elevate UlAccess applications that are installed in secure locations

Lu| User Account Contrel: Switch to the secure desktop when prompting for elevation

s User Account Control: Virtualize file and registry write failures to per-user locations
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User Account Control: Run all administrators in Admin Ap.. 7
Local Securiy Setting  Explain

User Account Cortrol: Run all administrators in Admin Approval

O Enabled
@ Disabled
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Windows 10 Home edition
On the Info USB there is a file gpedit-enabler.bat

1.Right-click gpedit-enabler.bat file and select Run As Administrator

2.This will start the installation process. It may take some time depending upon your
system performance. Once the process is complete, press any key to close the
command prompt window.

3.You should then be able to find Gpedit.msc application shown on first page



